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Section 1: Overview 

The following is a brief description of the functions in SEDDAS and suggestions for how 

to get started. 

Main functions of SEDDAS 

¶ Account Administration  

o Create, update, disable and re-activate authorized users within schools, 

districts, BOCES and Regional Information Centers (RICs) and manage 

user IDôs and passwords  

¶ Entitlement Administration  

o Grant access to protected web applications found on SED web portal to 

certain school administrators 

Á Example: School Business Administrator needs access to SAMS  

SEDDAS Account Administration: The functions that a SEDDAS user can perform is 

determined by their Role. The Roles available for an institution are determined by the 

institution type (public school, public school district, nonpublic school, etc.). 

SEDDAS Roles are: 

× Super Delegated Administrator ï Super DA 
ü can create other roles to assist in the administration of SEDDAS 
ü can perform all of the functions within SEDDAS 
ü available for public school districts only, and must be the school superintendent 

(school buildings do not have a Super DA) 
ü Super DA SEDDAS account is automatically created based on the CEO of record 

in SEDREF via an overnight process. 
ü changes to CEO in SEDREF will close the SEDDAS account for the former CEO 

and create a SEDDAS account for the new CEO with all of the entitlements of the 
former CEO. 

 
× Delegated Administrator ï DA* 
ü can perform the function of account administration  
ü can create, update, disable and re-activate user accounts  
ü can create an account for Entitlement Administrator(s) (EA) who will grant access 

to applications  
ü in public school districts, this Role (DA) can and must be designated to school 
CEOôs by the superintendent (Super DA) 

ü in nonpublic schools and Charter schools, SEDDAS account is automatically 
created based on the Principal/CEO that has been recorded in SEDREF via an 
overnight process. 
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ü changes to CEO in SEDREF will close the SEDDAS account for the former CEO 
and create a SEDDAS account for the new CEO with all of the entitlements of the 
former CEO. 
 

× Entitlement Administrator ï EA* 
ü perform the function of Entitlement Administration  
ü entitle access to applications to school staff 
ü has no authority over account administration (cannot create user IDôs/passwords)  
ü can be designated by the either the Super DA (school superintendent) or DA 

(principal or designee of the principal/superintendent) 
 
* there is also an option in SEDDAS for a combined DA/EA role which allows one 
person to perform duties of both DA and EA. 

The Superintendent must determine:  

¶ ñWill I manage the accounts and access to the SED applications?ò NOTE: If the 

Superintendent (Super DA) chooses not to assign the functions to other staff, the 

superintendent must perform all of the functions in SEDDAS. 

OR 

¶ ñWill I assign the responsibilities of DA and EA to one or more district staff?ò NOTE: 

It is also important to remember that when there is a change in superintendent or 

principal in any public school district, regular public school, charter school, nonpublic 

school or BOCES, the NYSED's Office of Information and Reporting Services (I&RS) 

must be formally notified so the SED Reference File (SEDREF) can be updated. 

SEDREF cannot be updated through SEDDAS. 
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Section 2: Search for User 

Purpose 
It is necessary to search for a personôs User ID and other related information in order to 
determine if the person is or may have been a past user of the NYSED Portal. 
 
Who can perform this function? 

This function can be performed by the Super Delegated Administrator (Super DA), the 

Delegated Administrator (DA), and the Entitlement Administrator (EA) using the 

SEDDAS application. 

 

Step # 1 

The Super DA/DA/EA should go to portal.nysed.gov, log in and then select the State 
Education Department Delegated Account System (SEDDAS). 

 

Step # 2 

Click Search User menu choice found on the left side of the web page. 

 

 
 
 
 
 
 
 
Back to Index  

Click here 

Click here 
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Step # 3 

Enter either the User ID (or first 3 letters of the User ID followed by a wildcard (*) 
character) or enter the Last Name (or first 3 letters of the last name followed by a 
wildcard (*) character).  
 
You can select from: 

¶ All Accounts  

¶ Enabled Accounts  

¶ Disabled Accounts 
 
All matching User Names or IDôs in your jurisdiction will be displayed with a radio button 
column along the left side that will allow you to select the correct user. NOTE: If the user 
already has an ID but the user is not within your jurisdiction, you will not be able to see 
that User ID. (If the user has no existing ID in your jurisdiction stop here and go to 
Create User ID.) 

 

Step # 4 

Click View Selected. 

 
Step # 5 

If the account is Enabled (indicated in User ID field), review the information for 
completeness and accuracy. 
 

a) To change entitlements click Entitle Applications or Entitle Administrator and go 

to: Section 10: Entitlements-Overview 

 
Back to Index 

 

Click here 
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b) To update information such as a Position/Title, Work Phone or Email as needed, 

click Update and go to Section 6: Update User. 

 

 

 

 

 

c) To create a SEDDAS Administrator click Entitle Administrator and go to Section 

11: Creating a Delegated/Entitlement Administrator, Delegated Administrator, or 

Entitlement Administrator 

 

Step # 6 

a) If the account is Disabled and if the Institution is in your district click Reactivate. 

 

 
 

b) Another screen opens. Then click Reactivate User Account. 

 

 
 
Back to Index 

Click here 

Click here 
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c) You will now see that the account has been activated

 

d) You are now ready to grant Entitlements; go to Section 10. Entitlements 

Overview. 

 

 
 
Section 3: Create User ID 

Purpose 

If your search has confirmed that a user does not already have an available User ID, an 
account must be created to permit a person to Log On to the NYSED Business Portal. 
After a Account and User ID is created for a user, Entitlements must be granted to the 
user. The User ID in combination with the Entitlements allows appropriate access to 
protected application systems via the NYSED Business Portal. 
 
Who can perform this function? 

This function can be performed by the Super Delegated Administrator (Super DA), the 
Delegated Administrator (DA) or the Delegated/Entitlement Administrator. 
 

Possible Scenarios 

a) The user already exists in SEDDAS, is in your district and you want to reassign 
their User ID to another Institution in your district go to Section 4: Reassign 
User. 

b) The user already exists in SEDDAS, and is in your district and you want them 
assigned to an additional Institution in your district, which would have a different 
BEDS Code (eg: one User ID at the building level and one at the district level). 

c) The user already exists in the system, and is in a completely different district that 
you have no jurisdiction over. 

d) The user does not exist in the system at all. 
 
Back to Index 
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For scenarios b, c and d follow the directions outlined below. 

Create User ID 

The Super DA or the DA/EA should go to portal.nysed.gov, log in and then select 
the State Education Department Delegated Account System (SEDDAS). 

 

Step #1  

Click Create User menu choice found on the left side of the web page. 

 

 
Enter the first name, last name and Email of the new user you want to create. 

Click the search icon  in the institution field. 

 

 

Back to Index 

The Search Institution Screen is returned. Enter one of several different search criteria 
and then click Search. 

Click here 
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A list of Institutions will display. Click the button of the Institution you want to choose. 

 
 
 

 

The Create User screen returns with the Institution name filled in. Click Next. 

 

Back to Index 

Step # 2 Evaluate the Situation.  

If the user exists in the system continue to Step # 3 
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If the User ID does not exist in the system you will see a screen similar to the one 
shown below.  

 

Select the user Position/Title by using the drop down arrow and click on the appropriate 
role. 
 
a) Enter a phone number. 
b) Select one of the forms of ID available to confirm identity. Click Create. 
c) A new screen will appear prompting you to grant entitlements. Click Continue. 

 

Back to Index 

d) The View User screen will now open and it will say: 

User does not have access to any applications. 

Choose One 

Select 

Enter Phone 
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e) You are now ready to grant Entitlements; go to Section 10. Entitlements 

Overview. 

 

Step # 3 User Exists in the System, Revaluate the situation 

The DA creating the account must determine the situation. There are two possible paths 

to follow: 

a)  Reassign the Institution  

b)  Create a New User. 

 

c) If the DA determines this is a DIFFERENT ñRaen Gardnerò, and that a new User 

ID should be created then the DA should click Create User.  

d) Go to Step # 4 Create User below 

 
Back to Index 

e) If the DA determines this is the SAME ñRaen Gardnerò, but in a different 
jurisdiction and is disabled, Go to Step # 4 Create User (Any account, not in 
your jurisdiction, will have a grayed-out radio button). 
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f) If the DA determines this is the SAME ñRaen Gardnerò and in your jurisdiction 

you can opt to reassign the user to another institution in your jurisdiction however 

they will no longer have access to that institution, a user must have one User ID 

for each institution in your district that they operate under. To choose this option 

select the button on the left of the user name and then click Reassign Institution. 

Go to Section: 4 Reassign Institution 

 
 

Step # 4 Create User 

a)  Select the user Position/Title by using the drop down arrow and click on the 
appropriate role. 

b) Enter the Work Phone. 
c) Select one of the forms of ID available to confirm identity. 
d) Click Create. 

 

 

e) A new screen will appear prompting you to grant entitlements. 

f) Click Continue. 

 

 

 

 

 
Back to Index 
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g) The View User screen will now open and it will say: 

User does not have access to any applications. 
 

 
 
 

You are now ready to grant Entitlements, go to 10 for Entitlements Overview. 
 

 

 

 

 

 

 

Back to Index 
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Section 4: Reassign Institution 

Purpose  

The Reassign Institution function should be used to change the institution that 

corresponds with an existing User ID if the user is no longer at that institution and if the 

User ID is inactive. If the institution where the active User ID currently exists 

is not part of your jurisdiction, you cannot use the Reassign Institution function.  

 

Who can perform this function?  

This function can be performed by the Super Delegated Administrator (Super DA), the 

Delegated/ Entitlement Administrator (DA/EA) and the Delegated Administrator (DA).  

 

How to determine if an existing User ID within SEDDAS can be reassigned? 

Use the Search function described in Section 2 of the User Guide to determine the 

status of the personôs User ID (you may need or prefer to use the Advanced Search 

function in Section 5).  

 
a) The Super DA or the DA/EA should go to portal.nysed.gov, log in and then select the 

State Education Department Delegated Account System (SEDDAS). 

b) Click Search User menu choice found on the left side of the page. 

c) Enter either the User ID (or first 3 letters of the User ID followed by a wildcard (*) 

character) or enter the Last Name (or first 3 letters of the last name followed by a 

wildcard (*) character). 

d)  All matching User Names or IDôs will be displayed, if the user is in your jurisdiction 

you will be able to select it, then click View Selected. 

e) The View User window will open Click the Reassign Button 

f) Complete the Institution field by clicking on the magnifying glass search icon. The 

Institution Search window will open. 

 

 

 

 

 

 

 

 

Back to Index 
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g) To search enter the schoolôs Popular Name, institution ID or BEDS Code 

h) Click Search 

i) Click the button next to the name of the Institution you want to reassign the user to 

and click Search. It will auto populate into the next screen. 

j) Enter the users current work phone, email, position/title and then click Next. 

 

k) Review your entries and then click Update to finalize. 

l) You will receive the message: 

User Information/Institution has been updated/reassigned successfully  

Reset this user's password and entitle as applicable  

Back to Index 
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m) The View User screen will say: 

User does not have access to any applications 

 

n) You are now ready to grant Entitlements, go to 10 for Entitlements Overview. 
 
 

 
 
 

Section 5: Advanced Search 

¶ The Advanced Search function allows a search based on more fields than 

available in the Search User function.  

¶ It also provides a way to quickly list all the users in your jurisdiction by using the 

List All Users sub-function.  

¶ The Advanced Search can also be used to find the DA for a particular individual 

or for a specific institution by selecting Admin(s) for Building. Finding the DA 

facilitates directly requesting disabling the account for reassignment purposes, or 

for other reasons. 

 

Step #1  

Click Advanced Search on the menu choice found on the left side of the page. 

 There are 3 types of searches: 

o Advanced  

o Admin(s) for Building 

o List all Users 

 

Back to Index 
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Step # 2 Advanced Search 

Enter your search criteria into one or more of the following: 

a) Enter additional search criteria to limit the number of matches  
b) A wildcard character (*), following a minimum of 3 characters, may be used in any 

field except for Institution ID / BEDS Code. 

c) The Institution ID / BEDS Code field must be exactly 12 digits or 5 digits. 

 

d) Click View Selected 

e) From there you can launch any one of 8 choices in SEDDAS by clicking one of the 

coinciding buttons in the User Information field.  

 

(Note you can only reassign a user name that is in your district) 

 

 

 

 

Back to Index 
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Step #3 Admin(s) for Building Search 

a) Click Advanced Search, and the Find SEDDAS Administrators for an Institution 

screen is returned. Click the icon to select an institution. 

 
 

b) The Search Institution Screen is returned. Enter one of several different search 
criteria and then click Search. 

  

     
 
c) A list of Institutions will display. Click the button of the Institution you want to 

choose. 

 
 
Back to Index 
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d) Click Next. A list of the Administrators for that BEDS Code will be returned. 
 

 

 
Step # 4 List of all Users 

a) Click Advanced Search and List All Users. 

b) Select your district from the drop down next to District  

c) A list of all users in all institutions in your jurisdiction district will be returned. 

d) Title of CEO for an institution will be bold with TITLE (CEO) 

e) Click Update User List to refresh the screen from prior searches 

 

 
 

 

 

 

 

Back to Index 



Oct 29, 2015 

20 

 

Section 6: Update User 

Purpose 

It may become necessary to update user information because of changes to phone 

numbers, email address, or position/title.  

 

 Who can perform this function?  

This function can be performed by the Super Delegated Administrator (Super DA), the 

Delegated/ Entitlement Administrator (DA/EA) and the Delegated Administrator (DA). 

¶ Click Search User menu choice found on the left side of the web page. 

 

a) Enter either the User ID (or first 3 letters of the User ID followed by a wildcard (*) 

character) or enter the Last Name (or first 3 letters of the last name followed by a 

wildcard (*) character). 

 

 
Back to Index 

Click here 



Oct 29, 2015 

21 

 

b) All matching User Names or IDôs will be displayed. 

c) Select the user whose ID you need to update. 

d) Click View Selected. 

 

 

 

e) Click Update 

f) Make the changes to the Work Phone, Positions/Title or Email as needed 

g) Click Save 

h) An email message concerning this update will be sent to both you and the user 

 

Section 7: Disable User ID 
a) Follow the instructions to search for a user in Section 6 above 

b) Select Disable.  

 

 
 

f) Select a Reason for Disabling and then click Disable User Account. 

g) The user account will be disabled and an email sent to both you and the user. 

 

 

Back to Index 

Click Here 

Click Here 
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Section 8: Reactivate User ID 

a) Follow the instructions to search for a user in Section 6 above, make sure All 

Accounts is checked. 

b) Select the account you want to reactivate and then click View Selected. 

 

c) Click Reactivate, the Reactivate User window will open. 

 

d) Click Reactivate User Account  

 
e) User account will be activated and the user will need to be granted entitlements to 

the NYSED protected applications. 
f) Go to Section 10 Entitlements Overview. 
 

 

Section 9: Reset Password/Unlock Account 

To unlock an account use password reset Option #2 as described below. 

 There are two ways to reset your password: 

Option #1. Change Your Password While You Are Logged In. 

Option #2. Change Your Password While You Are Not Logged In (Unlock Account 

Process). 

 
Back to Index 
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Option #1 Change Your Password While You Are Logged In 
 

a) From the Business Portal Home page while logged in click Change your 

password? 

 

  
 

b) Enter your Current Password.  

c) Enter a New Password following the password requirements. 

d) Confirm Password by entering your new password again. 

e) Click Submit. 

f) To stop and go back click Cancel. 

 

g) After clicking Submit, a window will open with confirmation your password has 

been changed. 

 

 
 
 
 

Back to Index 














